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Putting Identity In 
Context

● Socio- Economic
● Technological 
● Governance 
● Democratic Functions
● Sovereignty 



What’s wrong ?

● Authority
● Fake identity
● Privacy / Intrusion
● Hacks
● Centralization



The Evolution of 
Identity



Self Sovereign 
Identity & 
Blockchains

● Intrinsic
● Permission based
● Trust based
● Cost Effective
● Flexible



Workflow

1. Claims

2. Proofs

3. Verification.



Civic
● Distributed identity 

verification system

● Verifiers incentivized through 
smart contracts

● Shares only needed attributes

● Portions of data shared

● Currently used in AML/KYC 
for token sales

● WikiHow! 



Uport
● Mobile first

● Uses a mix of blockchains and file 
storage mechanisms  (IPFS, AWS etc)

● Identifier based on 20 byte hexadecimal 
string that interacts with a proxy 
contract. Delegate based recovery 
process

● Stores key documents , Dapp Enabled

● Actively being used in Zug, Switzerland 
to register citizen details! 



Key Use Cases

● Lending  - Bloom

● Signatures - Estonia

● Passports - Dubai (Object Tech)

● Land Records - Russia, India

● Professional Records - Springrole

● Retail Outlets - Jio Coin?



The Indian 
Conundrum

● Balance between centralization 
and decentralization. 

● Data ownership

● Fake Identity

● Problem of size

● Bureaucracy ?



Opportunities

1. Ration Cards
2. Education
3. Taxation
4. Freelancing
5. Fintech (Duh?)


